Tentative Agreement Between

Taft College Faculty Association (TCFA/CTA/NEA)
And
West Kern Community College District

CAMPUS SECURITY VIDEO MONITORING AND SURVEILLANCE TECHNOLOGY

This Tentative Agreement (“Agreement”) is made by and between the Taft College Faculty
Association (“TCFA/CTA/NEA”) and the West Kern Community College District (“District™)
(collectively referenced as the “parties™) with respect to the following recitals:

As part of continuing dialogue through the Taft College Faculty Collective Bargaining
Committee, the parties have reached a consensus regarding the addition of Article 6.9 Campus
Security Video Monitoring and Surveillance Technology policy to the Faculty Collective
Bargaining Agreement.

Now, therefore, TCFA/CTA/NEA and the District hereby agree as follows:

1.

2.

The above recitals are true and correct.

The parties agree, effective July 1, 2019, Article 6.9, Security Video Monitoring
and Surveillance Technology, shall be added to the Faculty Collective Bargaining
agreement. The language for Article 6.9 is attached as Exhibit 1.

Except as set forth in this Agreement, all other terms and conditions of the CBA
shall remain unchanged.

This Agreement will become effective after ratification by the TCFA/CTA/NEA
members and the District’s Governing Board.
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Dawh Cole, President Diane Jones, Presidgnt
Board of Trustees Taft College F aculty Association/CTA/NEA
West Kern Community College District

Dated: July _f0 ,2019 Dated: July /D ,2019

Board Approval:

First Presentation: June 5, 2019
Second Presentation/Approval: July 10, 2019



Exhibit 1
6.9 Campus Security Video Monitoring and Surveillance Technology

Video monitoring will not be used to view or record workstations, including private offices,
desks or cubicles, classrooms, or rooms where students, staff and/or faculty commonly
work, study, or hold discussions, living areas, or other common-use areas where a
reasonable expectation of privacy exists.

Video and access control security records will not be used for purposes related to the
evaluation of employee job performance, nor will they be used as a means to track
employee attendance and/or as a timekeeping record. However, the District may use such
records in support of disciplinary proceedings against faculty, staff, or student(s), in a civil
suit against person(s) whose activities are shown on the recording and are the basis for the
suit. The Director of Campus Security or an authorized District administrator shall only
perform review of video records, with a good faith reason for review.

Security cameras will not be monitored in real time with the exception of those located in
the Campus Safety and Security office; as an immediate response to the report of criminal
activity on campus; suspicious behavior or in the course of an ongoing investigation of
criminal activity. Cameras shall only be reviewed and monitored by the Director of Campus
Security or an authorized District administrator with a good faith reason for the review.

Information obtained in violation of the District’s campus security camera policy may not
be used in a disciplinary proceeding (with the exception of alleged criminal activity)
against a faculty member. It is not the intent of the policy to use security cameras for the
monitoring of faculty or employees for disciplinary purposes, performance evaluations, or
corrective action.

The District will provide a 10-day written notice to the President and Vice-President of the
Faculty Association of proposed installation of new cameras. The Faculty Association will
notify the Administration within 10 days if they believe the new cameras are notin
compliance with the campus security camera policy prior to the cameras being activated.

The District will provide a 10-day written notice to the President and Vice-President of the
Faculty Association of any proposed changes to the campus security camera policy or if any
new security or surveillance technology is to be installed or activated by the District.



